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May 15, 2020 

TIP OF THE WEEK: Be sure to review the Pending Inquiries grid on your landing page in the E-
rate Productivity Center (EPC) for any new USAC review inquiries on your submitted program 
forms and requests. If you are able to respond to our requests completely and accurately, this will 
speed up our review process. 

Commitments for Funding Year (FY) 2020 and FY2019 

FY2020. On May 9, USAC issued the first wave of FY2020 Funding Commitment Decision Letters 
(FCDLs). FY2020 Wave 1 included almost $680.7 million in funding commitments, and funding decisions 
on over 53% of the 38,207 applications that were received on or before the close of the FY2020 
application filing window on April 29, 2020. 

USAC released FY2020 Wave 2 on May 14. As of May 15, FY2020 commitments total over $712 million. 

FY2019. USAC released FY2019 Wave 59 on May 13. As of May 15, FY2019 commitments total over 
$2.36 billion. 

On the date that FCDLs are issued, you can access your FCDL notification from the Notifications section 
of your landing page in the E-rate Productivity Center (EPC). 

Requesting a Waiver of the FY2020 Filing Window Deadline 

FY2020 FCC Forms 471 certified after 11:59:59 p.m. EDT on April 29, 2020 are considered as filed 
outside the filing window and will not be reviewed or considered for funding. However, applicants can 
request a waiver of this filing window deadline from the FCC. If the FCC grants the waiver request, the 
FCC will direct USAC to move the FCC Form 471 to an in-window status so that we can review the 
application and issue a funding decision. 

To file a waiver request with the FCC: 

• Make sure you have waited at least 28 days before selecting a service provider, signing a 
contract (if applicable), and completing your FCC Form 471. 

• Certify your FCC Form 471 in EPC. You will receive a notification that your form has been 
certified out-of-window. 

• Visit the FCC's Electronic Comment Filing System page and choose Submit a Filing from the 
tabs at the top of the page. 

• Provide entries in all required fields. Specifically: 
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o In the Proceeding(s) field, enter "02-6 In the Matter of Schools and Libraries Universal 
Support Mechanism." If you type "02-6" in the field, you will be able to choose that entry 
from a drop-down menu. 

o Provide your name and contact information. 
o Click in the Type of Filing field and choose "WAIVER" from the drop-down menu. 
o Prepare your waiver request document, which at a minimum should include your FCC 

Form 471 number(s) and the reason(s) for your request. If you are seeking a waiver for 
multiple applications, you may include them all in the same document. You can then 
upload this document where indicated. 

• After you have completed the required fields and uploaded your request, click the Continue to 
review screen button to review and submit your request. 

• Remember to print or take a screen shot of the confirmation page which contains the 
confirmation number for the filing. 

The FCC will then be able to review your request and make a decision. 

Children's Internet Protection Act (CIPA) Reminders 

Now that USAC has started issuing commitments for FY2020, applicants may be preparing to file their 
FY2020 FCC Form 486, Receipt of Service Confirmation and Children's Internet Protection Act 
Certification Form. In order to certify this form early – in other words, before July 1, 2020 – applicants 
must be able to accurately make all of the certifications on this form. 

Several of the certifications refer to compliance with CIPA. We are providing the following reminders of 
the requirements for CIPA compliance so you can make the appropriate certification(s). 

Requirements of CIPA 

CIPA has three basic requirements: 

1. Internet safety policy: Schools and libraries must adopt and enforce an internet safety policy that 
includes five specific elements and a technology protection measure or filter (see Item 2 below). If you 
already have an internet safety policy or acceptable use policy, you can amend your existing policy to 
include the required elements. The policy must address the following: 

• Access by minors to inappropriate matter on the internet or World Wide Web; 
• Safety and security of minors when using electronic mail, chat rooms, and other forms of direct 

electronic communications; 
• Unauthorized access including "hacking" and other unlawful activities by minors online; 
• Unauthorized disclosure, use, dissemination of personal information regarding minors; and 
• Measures designed to restrict minors' access to materials harmful to minors. 

"Minor" is defined as any individual who has not attained the age of 17 years. 

For schools, the policy must include monitoring the online activities of minors. Schools also certify that 
their internet safety policies have been updated to provide for educating minors about appropriate online 
behavior, including interacting with other individuals on social networking websites and in chat rooms, 
cyberbullying awareness, and response. 

2. Technology protection measure: Schools and libraries must enforce the use of a technology 
protection measure (i.e., a filter or a technology that blocks or filters internet access) on all of their 
computers with internet access. The filter must protect against access by adults and minors to visual 
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depictions that are obscene, child pornography, or – with respect to the use of computers with internet 
access by minors – harmful to minors. The filter can be disabled during use by an adult to enable access 
for bona fide research or other lawful purpose. 

3. Public notice and public hearing or meeting: Schools and libraries must provide reasonable public 
notice and hold at least one public hearing or meeting to address the proposed filter and the internet 
safety policy. Additional hearings or meetings are not necessary – even if the policy is amended – unless 
required by state or local rules or by the policy itself. 

Certifying compliance with CIPA 

The administrative authority for the school or library must certify compliance with CIPA. 

• For a school, the administrative authority may be the school, school board, school district, local 
educational agency, or other authority responsible for administration of a school. 

• For a library, the administrative authority may be the library, library board, or other authority 
with responsibility for administration of the library. 

The administrative authority can certify the status of its compliance with CIPA on the FCC Form 486 if it 
is applying for E-rate discounts directly (in other words, if it is the billed entity). 

If the administrative authority is not applying directly – for example, if it is a member of a consortium 
that applies on its behalf – the administrative authority certifies its compliance on the FCC Form 479, 
Certification by Administrative Authority to Billed Entity of Compliance with the Children's Internet 
Protection Act Form. The administrative authority then provides a copy of the completed FCC Form 479 
to the entity applying on its behalf. That entity can then accurately make the appropriate CIPA 
certification(s) on its FCC Form 486. 

Timing of compliance with CIPA 

In the first year a school or library receives E-rate funding for internet access and/or Category Two 
services, the school or library can certify that it is undertaking actions to be compliant with CIPA for the 
next funding year. In the second (next) funding year, the school or library must certify that it is 
compliant with CIPA, unless state or local procurement rules or regulations or competitive bidding 
requirements prevent the making of the certification. In the third funding year, the school or library must 
be compliant with CIPA. 

Documentation of compliance with CIPA 

Below are some examples of documentation that may be requested to demonstrate CIPA compliance 
during an audit. The school or library should retain copies of the documentation for each funding year 
where a CIPA certification is required. Note that documents must be retained for at least 10 years after 
the latter of the last day of the applicable funding year or the service delivery deadline for the funding 
request. 

• A copy of the internet safety policy. 
• A description of the filter and a report or other documentation on the use of the filter. The 

documentation should show that the filter was installed and working during the funding year. 
• Documentation that the school or library gave public notice and held a public hearing or meeting 

on the policy – for example, an advertisement of the meeting and a copy of the meeting 
minutes. 

• Documentation of the adoption of the policy. 
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• Copies of the FCC Form(s) 479 and/or FCC Form(s) 486, as applicable. 

If you have questions about this information or for additional help, you can contact USAC's Client Service 
Bureau (CSB) at (888) 203-8100. You can also refer to the CIPA guidance document on the USAC 
website. 
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