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• Audio is available through your computer’s speakers

• The audience will remain on mute

• Enter questions at any time using the “Questions” box

• If your audio or slides freeze, restart the webinar

• A copy of today’s presentation is available in the handouts 
section of the GoToWebinar control panel
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Pilot Program: 
Process and Timeline
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Pilot Program Participants: Timeline

1

• Participants must complete a minimum 28-Day Competitive Bidding process using the Pilot FCC Form 470 to seek bids for eligible 
cybersecurity equipment and services.

• The Pilot FCC Form 470 is available in the Cybersecurity Pilot Program portal now and must be completed by August 18, 2025 to be 
timely filed.

2
• Participants submit Pilot Program Funding Request(s) using the Pilot FCC Form 471.
• Pilot Program FCC Form 471 application filing window runs from March 18 – September 15, 2025.

3
• Participants must also complete the Pilot FCC Form 484 Part 2.
• Participants must complete Part 2 by September 15, 2025 (the close of the Pilot FCC Form 471 application filing window) and submit 

the Pilot FCC Form 471 to be able to receive funding commitment decision letters (FCDL).  
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Pilot Program: Competitive Bidding

• Participating schools, libraries, and consortia must complete a minimum 
28-day competitive bidding process using the Pilot FCC Form 470 to seek 
bids for eligible cybersecurity equipment and services.

• The competitive bidding process must be fair and open for all interested 
service providers.

• Participants must follow all applicable state, Tribal, or local procurement 
laws, in addition to the Pilot Program competitive bidding rules.

• Participants can begin the competitive bidding process now.
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Pilot Program: Competitive Bidding

• Participants will use the Pilot FCC Form 470 available in the Cybersecurity 
Pilot Program portal to initiate competitive bidding.  

• At a minimum, the Pilot FCC Form 470 should include the following:
• A list of the specified cybersecurity services and/or equipment for which 

the participant requests bids. Participants may refer back to the Pilot 
FCC Form 484 Part 1 as they work to identify their needs on the Pilot FCC 
Form 470.  

• Sufficient information, including technical and network requirements, 
that will allow potential bidders to reasonably determine the needs of 
the participant.
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Pilot Program: Competitive Bidding

• Participants can, but are not required to, issue a Request for Proposal (RFP) along with 
their Pilot FCC Form 470. If they choose to do so, they must upload the RFP into the 
Cybersecurity Pilot Program portal. If they choose not to issue an RFP, they must fill out 
the narrative text box to describe the cybersecurity services and/or equipment they 
seek.

• Pilot Program FCC Forms 470 and RFPs must be vendor neutral. 
• When completing the form or issuing an RFP, participants may not request a 

particular manufacturer’s name, brand, product, or service unless they also use the 
words “or equivalent” in their descriptions to ensure prospective bidders are not 
discouraged from submitting potentially more cost-effective bids that use different 
manufacturer names, brands, products, or services.
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Pilot Program:
28-Day Competitive Bidding Period
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Pilot Program: 28-Day Competitive Bidding Period 

• Participants must wait at least 28-days before selecting and entering into a legally binding 
agreement or contract with a service provider. This is known as the Allowable Contract Date (ACD). 

• The 28-day competitive bidding period begins on the day that a participant certifies their Pilot FCC 
Form 470 in the Cybersecurity Pilot Program portal and it is posted to USAC’s website. 

• Participants can set a bid deadline as long as it allows for the full 28-day competitive bidding 
window. 

• If a participant makes substantive changes to their Pilot FCC Form 470 and/or the accompanying RFP 
that materially affect the competitive bidding process, the participant must restart the 28-day 
bidding period.

• After waiting at least 28-days, participants can select a service provider after carefully reviewing all 
bids received and selecting the most cost-effective offering.
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Pilot Program: Selecting a Service Provider

• After the competitive bidding period ends, participants must carefully evaluate all bids 
received using price of the eligible services and equipment as the primary factor.
• Participants may use a bid evaluation matrix that weighs price as the primary (i.e., most 

heavily-weighted) factor to evaluate the bids.  

• Participants can consider other factors in their bid evaluation, as long as the price of the 
eligible cybersecurity equipment and services is weighted more heavily than any other 
single factor.

• Once all bids have been evaluated, participants can select the most cost-effective offering 
and sign a contract or legally binding agreement with that service provider.

• Participants must retain a copy of their completed bid evaluation documents, including a 
copy of any bid evaluation matrix(ices), in accordance with FCC’s record retention rules.



Available for Public Use

13

Pilot Program:
Pilot FCC Form 470



Available for Public Use

14

Pilot Program: Pilot FCC Form 470
• Participants will use the Pilot FCC Form 470 in the Cybersecurity Pilot Program portal to initiate 

their competitive bidding activities.

• Only Account Administrators and other authorized persons who have full access rights to the Pilot 
FCC Form 470 may submit and/or certify the form on behalf of the participant.

• Participants will find the Pilot FCC Form 470 in their CBR Dashboard in the Cybersecurity Pilot 
Program portal, under the My Organization(s) tab.

• Participants can include eligible and ineligible equipment and services in their Pilot FCC Form 470, 
but only eligible cybersecurity equipment and services are reimbursable through the Pilot Program.

• Please note: Training is only eligible as a part of the installation of the equipment and services if it is 
basic instruction on the use of the eligible equipment and services, directly associated with 
equipment and services installation, and is part of the contract or agreement for the equipment 
and services. 
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Pilot Program: Master Service Agreements/Contracts

• A Pilot participant that wishes to rely on a Master Services Agreement (MSA) 
or State Master Contract (SMC) that is negotiated by federal, state, Tribal, or 
local governmental entities on behalf of the participant will not be required 
to seek competitive bids if the MSA/SMC was awarded pursuant to the E-
Rate FCC Form 470 process, as well as applicable federal, state, Tribal, or 
local competitive bidding requirements.
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Pilot Program: Master Service Agreements/Contracts

• To qualify for this competitive bidding exemption (CBE), governmental entities 
(including state agencies) must submit their MSAs/SMCs to USAC for review within 
60 days of the January 16, 2025 FCC Public Notice.
• Non-governmental entities with existing MSAs that were awarded pursuant to 

the E-Rate FCC Form 470 process, as well as applicable federal, state, Tribal or 
local competitive bidding requirements, must seek a waiver from the FCC 
because they are not an eligible governmental entity under the CBE 
requirements. 

• All MSAs/SMCs that qualify for the CBE will be posted on USAC’s website with the 
establishing E-Rate FCC Form 470 for use by Pilot participants who qualify to use the 
contract. 
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Pilot Program:
Pilot FCC Form 470 Walkthrough 
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Pilot FCC Form 470 Walkthrough:
Getting Started 
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Pilot FCC Form 470 Walkthrough:
Participant Type
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Pilot FCC Form 470 Walkthrough:
Equipment & Service Requests
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Pilot FCC Form 470 Walkthrough:
Certification 
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Pilot FCC Form 470 Walkthrough:
Modifications 
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Pilot Program:
Resources and Training
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• USAC will host Pilot Program trainings 

• Sign up for Pilot Program participant emails 

• Pilot FCC Form 470 and Pilot FCC Form 484 Part 2 User Guides

• FCC Cybersecurity Pilot Program Website

• USAC Cybersecurity Pilot Program Website

Pilot Program: Resources 

https://www.usac.org/e-rate/cyber-security-pilot-program/
https://survey.alchemer.com/s3/8162418/Cybersecurity-Pilot-Program-Participant-Outreach
https://www.usac.org/wp-content/uploads/e-rate/documents/cyber_pilot/tip_sheets/Pilot-FCC-Form-470_User-Guide.pdf
https://www.usac.org/wp-content/uploads/e-rate/documents/cyber_pilot/tip_sheets/Pilot-FCC-Form-470_User-Guide.pdf
https://www.usac.org/wp-content/uploads/e-rate/documents/cyber_pilot/tip_sheets/Pilot-FCC-Form-484-Part-2_User-Guide.pdf
https://www.fcc.gov/cybersecurity-pilot-program
https://www.fcc.gov/cybersecurity-pilot-program
https://www.fcc.gov/cybersecurity-pilot-program
https://www.usac.org/e-rate/cyber-security-pilot-program/
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• Pilot FCC Form 484 Part 2 Webinar
February 13 @ 3 p.m. E.T.
Register

• Pilot FCC Form 471 Webinar
March 18 @ 3 p.m. E.T.
Register

Pilot Program: Upcoming Trainings

https://register.gotowebinar.com/register/6645697212701067612
https://attendee.gotowebinar.com/register/3540861094102330976
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